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[bookmark: _Toc462478989]Abstract of the contribution: This contribution proposes to update Solution #3.2 in TR 23.740.
1.	Discussion
TS 22.261 requires support of the private slice, which is written directly under the term of "private slice" or as one of deployment options under the term of "Non-public networks". Among three solutions proposed so far in TR 23.740, only solution #3.2 fits to this use case, since only this solution applies to the timing of the initial registration possibly without need to establish any PDU session.
NOTE:	This does not preclude possibility to consider solution #3.1 for another use case.
TS 22.261 also requires related API support for the private slice, where a PLMN provides basic network operation allowing the third party to supervise or to configure some of the information in the network. But we believe that is more in the realm of SA5.
2.	Proposal
It is proposed to include the below changes in TR 23.740.
---Start of the 1st Change---
[bookmark: _Toc528853342]2	References
[…] 
[7]	3GPP TS 23.682: "Architecture enhancements to facilitate communications with packet data networks and applications".
[8]	IEEE RFC 4282: "The Network Access Identifier" (https://tools.ietf.org/html/rfc4282).
[9]	3GPP TS 22.261: "Service requirements for the 5G system; Stage 1".
---Start of the 2nd Change---
[bookmark: _Toc528853476]6.3.2.1	Introduction
The scenario considered for the solution is that there is an Authentication, Authorisation and Accounting Server (AAA-S) deployed in a PLMN or in a third-party network that allows Slice-Specific secondary authentication and authorisation of users who have the right of access to certain slices. The AAA Server handles the User IDs and credentials for a Secondary authentication at a non 3GPP User ID level, after the UE has been authenticated by the 3GPP system for PLMN access. 
NOTE:	In case a network slice is dedicated to a third party and used as a private slice and the AAA Server is deployed in a PLMN, the PLMN can provide API to allow the third party to dynamically update configuration needed for Slice-Specific secondary authentication and authorization. This API aspect is out of scope of SA2, while it can be treated in SA5.
A AAA proxy function (AAA-F) is also defined to provide a single point of interaction from the PLMN with the third parties. The AAA-F can be a standalone or its services could be supported by other NFs (i.e. AUSF or NEF).
---Start of the 3rd Change---
[bookmark: _Toc528853482]6.3.2.5	Evaluation
Editor's note:	This clause provides an evaluation of the solution.
Only this solution covers the usage scenario of the private slice defined and required in TS 22.261 [9].
---End of the Changes---
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